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Another   Framework???
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STOP    RIGHT    
THERE

You have a framework just for you!  
R ea lly?

Really, Really. 
Bu t I d id n ’ t  do  an yth in g .



EVERYONE GETS A 
FRAMEWORK
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IMPLEMENTATION, AND 
MATURATION PLAN
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Examples

AST-01
Mechanisms exist to facilitate an IT Asset Management (ITAM) program to 

implement and manage asset management controls.

How to Comply
Generally Accepted Accounting 
Principles (GAAP)
 ITIL - Configuration Management 
Database (CMDB)
- IT Asset Management (ITAM) 
program

Questions to ask

Evidence 

Does the organization facilitate 
the implementation of asset 

management controls? 

Documented evidence of an IT 
Asset Management (ITAM) 

program.



Examples

DCH-24  Mechanisms exist to identify and document the location of information and the specific 
system components on which the information resides. 

How to Comply
- Data Flow Diagram (DFD) 

Questions to ask

Evidence 

Does the organization identify 
and document the location of 
information and the specific 
system components on which 
the information resides?

Documented evidence of 
designated internal and third-

party facilities where 
organizational data is stored, 

transmitted and/or processed.
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PROCESS

Identify Sources

Assessment

Analyze Results



CHECK
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80/20
Pareto Principle
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Assessment

Analyze Results
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sebDB  - Behavior



CREDITS: This presentation template was created by 
Slidesgo, including icons by Flaticon, and 

infographics & images by Freepik. 

THANK   YOU
Do you have any questions?

https://www.linkedin.com/in/junell-felsburg/
jfelsburg@columbusfoundation.org

http://bit.ly/2Tynxth
http://bit.ly/2TyoMsr
http://bit.ly/2TtBDfr
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